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Why security?

• Programmability without security is a risk rather than an 
opportunity

• SoftFIRE interconnects different applications from 
different datacenters

• Every application has its own access methods and user 
management

• SoftFIRE VPN is a "flat" network

• Security monitoring is necessary to prevent or discover
malicious activities
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Current status
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Live Demo


